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***** Start of Changes *****
4.11
System interworking procedures with EPC
4.11.0a
Impacts to EPS Procedures

4.11.0a.x
Service Capability Exposure Function
If APISupportCapability service is not provided by NEF in a combined SCEF+NEF node, the SCEF shall support the exposure function of APISupportCapability service. If CN Type Change Event or CN Type Query function is not provided by HSS in a combined HSS+UDM node, the HSS shall support CN Type Change Event as a Monitoring Event and CN type information exchange with SCEF over S6t.
NOTE 1:
Whether the SCEF or NEF in combined SCEF+NEF supports exposure function of APISupportCapability service depends on implementation.
NOTE 2:
Whether the HSS or UDM in combined HSS+UDM supports CN Type Change Event or CN Type Query function depends on implementation.
***** Next Changes *****
4.11.X
Interworking for common network exposure
4.11.X.1
Retrieval of availability or expected level of support of a service API
Figure 4.11.X.1‑1 represent the information flow acquiring the availability or expected level of support of a service API.
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Figure 4.11.X.1‑1: Retrieval of availability or expected level of support of a service API
1.
The AF requests the availability or expected level of support of a service API for a UE or a group of UEs from SCEF+NEF by sending Nnef_APISupportCapability_Query Request (UE ID or External Group ID) message.


If the Freshness Timer of last query is not expired or a direct connection has been set up with MME or AMF or SMF for Non-IP data transfer, the SCEF+NEF determines the CN type locally, Step 2 ~ 3 are omitted. 
2.
The SCEF+NEF gets the CN type serving the indicated UE or the indicated group from UDM+HSS by sending Nudm_UECM_Get Request (CN Type, UE ID or External Group ID) message. 

CN Type indicates that this request is for the serving CN Type serving the indicated UE or the indicated group.

3.
The HSS+UDM determines the CN type that is serving the indicated UE or the indicated group based on the registered MME or AMF. The HSS+UDM informs SCEF+NEF of the CN type by sending Nudm_UECM_Get Response (CN type, Freshness Timer) message. The Freshness Timer is set per operator's policy, e.g. based on the statistics of UE activities.
4.
According to the CN type received or local stored, the SCEF+NEF determines the availability or expected level of support of common north-bound APIs for the indicated UE or the indicated group. SCEF+NEF informs AF of such API information by sending Nnef_APISupportCapability_Query Response (API Indication) message.


API Indication can either be the list of available north-bound API or the list of pair (north-bound API, status). The status indicate whether the north-bound API is available or unavailable.

Upon reception of API Indication, the AF obtains the availability or expected level of support of a given service for the indicated UE or the indicated group. If required, the AF can select the valid north-bound API based on such API information.
4.11.X.2
Subscription and Notification of availability or expected level of support of a service API
Figure 4.11.X.2‑1 represent the information flow subscribing and notifying the availability or expected level of support of a service API.
For the subscription to Nnef_APISupportCapability service, the subscription request may include the Duration of Reporting. If the Duration of Reporting is expired, the SCEF+NEF deletes the subscription without any explicit signalling interaction.

For the CN type Change Event subscription, the subscription request may include the Duration of Reporting. If the Duration of Reporting is expired, the HSS+UDM locally unsubscribe the CN Type Change Event without any explicit signalling interaction.
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Figure 4.11.X.2-1: Subscription and Notification of availability or expected level of support of a service API
1.
The AF subscribes to Nnef_APISupportCapability service for a UE or a group of UEs by sending Nnef_APISupportCapability_Subscribe Request (UE ID or External Group ID, callback URI, Duration of Reporting) message.

The callback URI parameter is optional and is used in step 6 if provided.


The Duration of Reporting is optional and is used to indicate when the subscription is invalid.

If the SCEF+NEF has established direct connection with MME or AMF or SMF for Non-IP data transfer, Step 2 ~ 3 and Step 5 are omitted.
2.
SCEF+NEF subscribes the CN Type Change Event to HSS+UDM by sending Nudm_EventExposure_Subscribe Request (CN Type Change, UE ID or External Group ID, Duration of Reporting) message.


If Duration of Reporting is received at Step 1, it shall include Duration of Reporting in this message.
3.
HSS+UDM stores the CN Type Change Event subscription and responses to SCEF+NEF by sending Nudm_EventExposure_Subscribe Response.
4.
SCEF responses to AF by sending Nnef_APISupportCapability_Subscribe Response.

5.
When HSS+UDM detects that the indicated UE is switching between EPC and 5GC the HSS+UDM determines the CN type that is serving the indicated UE or the indicated group. The HSS+UDM informs SCEF+NEF of the CN type by sending Nudm_ EventExposure_Notify (CN type).


The CN type denotes the 5GC or EPC or 5GC/EPC serving the UE or the group.

6.
According to the CN type received and local detected, the SCEF+NEF node determines the availability or expected level of support of common north-bound APIs for the indicated UE or the indicated group. SCEF+NEF inform AF of such API information by sending Nnef_APISupportCapability_Notify (API Indication) message.


API Indication can either be the list of available north-bound API or the list of pair (north-bound API, status). The status indicate whether the north-bound API is available or unavailable.

If callback URI is provided at step 1, then SCEF+NEF will send the Nnef_APISupportCapability_Notify (API Indication) message to the node addressed by callback URI.


Upon reception of API Indication, the AF obtains the availability or expected level of support of a given service for the indicated UE or the indicated group. If required, the AF can select the valid north-bound API based on such API information.
4.11.X.3
Unsubscribing to Notification of availability or expected level of support of a service API
Figure 4.11.X.3‑1 represent the information flow unsubscribing to notification of the availability or expected level of support of a service API.
If the AF invokes Nnef_APISupportCapability_Subscribe service to SCEF+NEF node with the Duration of Reporting parameter, the subscription on the SCEF+NEF and HSS+UDM are implicitly unsubscribed if the Duration of Reporting timer expires, i.e. the explicit unsubscribe service operation is not needed.

In case the explicit unsubscribe operation is needed, the information flow is as following
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Figure 4.11.X.3‑1: unsubscribing to notification of the availability or expected level of support of a service API
1.
The AF unsubscribes to Nnef_APISupportCapability service for a UE or a group of UEs by sending APISupportCapability_Unsubscribe Request (UE ID or External Group ID) message.
2.
If SCEF+NEF has subscribed to CN Type Change Event for the indicated UE or the indicated group, SCEF+NEF unsubscribes the CN Type Change Event by sending Ndum_EventExposure_Unsubscribe Request (CN Type Change, UE ID or External Group ID) message to HSS+UDM.

3.
HSS+UDM deletes the CN Type Change Event subscription for the indicated UE or the indicated group, HSS+UDM responses to the SCEF+NEF by sending Ndum_EventExposure_Unsubscribe Response (Operation execution result indication) message.
4.
If result indication indicates the operation is successful, the SCEF+NEF deletes the subscription to Nnef_APISupportCapability service. SCEF+NEF acknowledges the operation result by sending Nnef_APISupportCapability_Unsubscribe Response (Operation execution result indication) to AF.

***** Next Changes *****
5.2.6
NEF Services

5.2.6.1
General

The following table shows the NEF Services and Service Operations:

Table 5.2.6.1-1: NF Services provided by the NEF

	Service Name
	Service Operations
	Operation

Semantics
	Example Consumer(s)

	Nnef_EventExposure
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	
	AF

	
	Notify
	
	AF

	Nnef_PFDManagement
	Fetch
	Request/Response
	SMF

	
	Subscribe
	Subscribe/Notify
	SMF

	
	Notify
	
	SMF

	
	Unsubscribe
	
	SMF

	
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ParameterProvision
	Update
	Request/Response
	AF

	Nnef_Trigger
	Delivery
	Request/Response
	AF

	
	DeliveryNotify
	Subscribe/Notify
	AF

	Nnef_BDTPNegotiation
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	Nnef_TrafficInfluence
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Delete
	Request/Response
	AF

	Nnef_ChargeableParty
	Create
	Request/Response
	AF

	
	Update
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_AFsessionWithQoS
	Create
	Request/Response
	AF

	
	Notify
	Request/Response
	AF

	Nnef_APISupportCapability
	Query
	Request/Response
	AF

	
	Subscribe
	Subscribe/Notify
	AF

	
	Unsubscribe
	Subscribe/Notify
	AF

	
	Notify
	Subscribe/Notify
	AF


***** Next Changes *****
5.2.6.X
Nnef_APISupportCapability service
5.2.6.X.1
General

In order to support interworking with EPC, the NEF is integrated with SCEF as a combined SCEF+NEF node for network exposure as defined in clause 5.17.X. 
The common services provided by SCEF+NEF may become unavailable because the UE is now being served by a node (e.g. MME) or NF (e.g. AMF) that does not support that service. If the availability or expected level of support of a service API associated with a UE changes, for example due to a mobility between 5GC and EPC, the AF can be made aware of the change via this service.
This service consists of Query, Subscribe, Unsubscribe, Notify service operations. It supports informing AF of the availability or expected level of support of a given service via a response to the request of the AF or via a notification to the subscription of the AF.
5.2.6.X.2
Nnef_APISupportCapability Query service operation

Service operation name: Nnef_APISupportCapability_Query
Description: AF requests to get the availability or expected level of support of a service API for a UE or a group of UEs.
Inputs (required): UE ID or External Group ID
Inputs (optional): void
Outputs (required): API Indication.
5.2.6.X.3
Nnef_ APISupportCapability_Subscribe service operation

Service operation name: Nnef_APISupportCapability_Subscribe
Description: The AF subscribes to receive notification about the availability or expected level of support of a service API for a UE or a group of UEs.
Inputs (required): UE ID or External Group ID, 
Inputs (optional): Duration of Reporting, callback URI
Outputs (required): Operation execution result indication. When the subscription is accepted: Subscription Correlation ID.
5.2.6.X.4
Nnef_ APISupportCapability_Notify service operation

Service operation name: Nnef_ APISupportCapability_Notify
Description: The AF is notified about the availability or expected level of support of a service API for a UE or a group of UEs if it has subscribed to receive it.
Inputs (required):.API Indication, UE ID or External Group ID
Inputs (optional):.void
Outputs (required): Operation execution result indication.
5.2.6.X.5
Nnef_ APISupportCapability_Unsubscribe service operation
Service operation name: Nnef_ APISupportCapability_Unsubscribe
Description: The AF unsubscribes to receive notification about the availability or expected level of support of a service API for a UE or a group of UEs.
Inputs (required):.UE ID or UE Group ID
Inputs (optional):.void
Outputs (required): Operation execution result indication.
***** Next Change *****
5.2.3
UDM Services
5.2.3.1
General

The following table illustrates the UDM Services.

Table 5.2.3-1: NF services provided by UDM

	NF service
	Service Operations
	Operation Semantics
	Example Consumer(s)

	Subscriber Data
	Get
	Request/Response
	AMF, SMF, SMSF

	Management
	Subscribe
	Subscribe/Notify
	AMF, SMF, SMSF

	(SDM)
	Unsubscribe
	Subscribe/Notify
	AMF, SMF, SMSF

	
	Notification
	Subscribe/Notify
	AMF, SMF, SMSF

	
	Info
	Request/Response
	AMF

	UE Context
	Registration 
	Request/Response
	AMF, SMF, SMSF

	Management
	DeregistrationNotification
	Subscribe/Notify
	AMF

	(UECM)
	Deregistration
	Request/Response
	AMF, SMF, SMSF

	
	Get
	Request/Response
	NEF, SMSF, GMLC

	
	Update
	Request/Response
	AMF, SMF

	
	PCscfRestoration
	Subscribe/Notify
	AMF, SMF

	UE
	Get
	Request/Response
	AUSF

	Authentication
	ResultConfirmation
	Request/Response
	AUSF

	EventExposure
	Subscribe
	Subscribe/Notify
	NEF

	
	Unsubscribe
	
	NEF

	
	Notify
	
	NEF

	Parameter Provision
	Update
	Request/Response
	NEF


5.2.3.2.4
Nudm_UECM_Get service operation
Service operation name: Nudm_UECM_Get.
Description: The NF consumer requests the UDM to get the NF ID or SMS address of the NF serving the UE.
Inputs, Required: UE ID or External Group Identifier, NF Type, Access Type, CN Type.

-
Access Type is included only when the NF type indicates AMF.
-
CN Type and External Group Identifier is included only when the NF type indicates NEF.
Inputs, Optional: None.

Outputs, Required: SUPI, CN type serving the given UE or the given group of UEs, NF ID or SMS address of the NF corresponding to the NF type requested by NF consumer.
Outputs, Optional: Freshness Timer.

***** Next Change *****
4.15.3
Event Exposure using NEF

4.15.3.1
Monitoring Events

The Monitoring Events feature is intended for monitoring of specific events in 3GPP system and making such monitoring events information reported via the NEF. It is comprised of means that allow NFs in 5GS for configuring the specific events, the event detection, and the event reporting to the requested party.

To support monitoring features in roaming scenarios, a roaming agreement needs to be made between the HPLMN and the VPLMN. The set of capabilities required for monitoring shall be accessible via NEF to NFs in 5GS. Monitoring Events via the UDM and the AMF enables NEF to configure a given Monitor Event at UDM or AMF, and reporting of the event via UDM and/or AMF. Depending on the specific monitoring event or information, it is either the AMF or the UDM that is aware of the monitoring event or information and makes it reported via the NEF.

The following table illustrates the monitoring events:

Table 4.15.3.1-1: List of event for monitoring capability
	Event
	Description
	Which NF detects the event

	Loss of Connectivity
	Network detects that the UE is no longer reachable for either signalling or user plane communication.
	AMF

	UE reachability
	It indicates when the UE becomes reachable for sending either SMS or downlink data to the UE, which is detected when the UE transitions to CM-CONNECTED state or when the UE will become reachable for paging, e.g., Periodic Registration Update timer.
	AMF

UDM: reachability for SMS

	Location Reporting
	It indicates either the Current Location or the Last Known Location of a UE. One-time and Continuous Location Reporting are supported for the Current Location. For Continuous Location Reporting the serving node(s) sends a notification every time it becomes aware of a location change, with the granularity depending on the accepted accuracy of location. (see NOTE 1) For One-time Reporting is supported only for the Last Known Location.
	AMF

	Change of SUPI-PEI association
	It indicates a change of the ME's PEI (IMEI(SV)) that uses a specific subscription (SUPI)
	UDM

	Roaming status
	It indicates UE's current roaming status (the serving PLMN and/or whether the UE is in its HPLMN) and notification when that status changes. (see NOTE 2)
	UDM

	Communication failure
	It is identified by RAN/NAS release code
	AMF

	Availability after DNN failure
	It indicates when there has been some data delivery failure followed by the UE becoming reachable.
	AMF

	Number of UEs present in a geographical area
	It indicates the number of UEs that are in the geographic area described by the AF. The AF may ask for the UEs that the system knows by its normal operation to be within the area (Last Known Location) or the AF may request the system to also actively look for the UEs within the area (Current Location).
	AMF

	CN Type change
	It indicates the current CN type for a UE or a group of UEs when detecting that the UE switches between being served by a MME and an AMF. (see NOTE 3)
	UDM

	NOTE 1:
Location granularity for event request, or event report, or both could be at cell level (Cell ID), TA level or other formats e.g. shapes (e.g. polygons, circles, etc.) or civic addresses (e.g. streets, districts, etc.) which can be mapped by NEF.

NOTE 2:
Roaming status means whether the UE is in HPLMN or VPLMN.

NOTE 3:
When the UE or all members of a UE Group are being served by a MME, EPC is determined as CN type. When the UE or all members of a UE Group are being served by an AMF, 5GC is determined as CN type. When the UE is operating in dual registration mode, i.e. the UE is registering both in EPC and 5GC, or some members of a UE Group are registering in EPC while some members are registering in 5GC, 5GC/EPC is determined as CN type.


***** End of Changes *****
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